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The transition period has ended. What does this mean for data protection law?

The UK has implemented the General Data Protection Regulation ("GDPR") directly into UK law through the European Union

(Withdrawal) Act 2018 in a form as amended by the Data Protection, Privacy and Electronic Communications (Amendments Etc) (EU Exit)

Regulations 2019 (likely to be referred to as the “UK GDPR”).

This new piece of legislation includes a Keeling Schedule which shows the tracked changes versions of the UK GDPR and the DPA 2018.

UK organisations will need to comply with the UK GDPR.

In addition, UK organisations will continue to be subject to the extra territorial provisions of the EU GDPR (Article 3(2)) where EU data is

being processed. There may therefore be two versions of the GDPR to comply with for some personal data processing.

The UK exit deal includes an extension for personal data to flow freely between the European Economic Area ("EEA") and the UK for four

months with an optional two month period of extension, so the EU has until the end of June 2021 to agree an adequacy decision.

The UK is free to change its privacy laws at any time but doing so would allow the EU to cancel the extension period or any adequacy

decision.

International data transfers
The deal means that transfers of personal data from the EEA to the UK do not qualify as transfers to a third country. No additional transfer

mechanism is required during the extension period, however it would be a sensible precaution for most UK businesses (and the position

that the ICO also advises) to have the SCCs in place anyway if you are transferring personal data from the EU to the UK.

EU and UK Representatives
The requirement to appoint an EU representative does not appear to have been waived by the UK exit deal. CNIL, the French regulator,

has issued a statement reminding UK businesses that they will be required to appoint an EU representative from 1 January 2021.

If your business regularly deals with personal data of individuals in the EU then Browne Jacobson can help you to get an EU

representative in place. As your representative in the EU there are certain qualities that you are likely to want from an EU representative

(and you’re likely to want a contract in place) we can help with that process.

Which Supervisory Authority?
The ICO will be the supervisory authority for the UK GDPR.

If your organisation is also established in the EU then you will have a lead supervisory authority in the EU jurisdiction where you is

established (or if established in multiple EU jurisdictions then that will be determined according to European Data Protection Board
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guidance (“EDPB Guidance”). Bear in mind that this means you could now be fined by both the ICO and the EU lead supervisory authority.

If the organisation is not established in the EU but is offering goods or services or monitoring the behaviour of data subjects in the EU

then it will be subject to the ICO and the supervisory authority in each jurisdiction. The ICO’s guidance is clear that “In theory, the retailer

could be fined by the ICO and the supervisory authority in every EU and EEA state where customers have been affected.”

As set out in the EDPB Guidance, having an EU representative does not mean you are established in the EU for the purposes of

qualifying for a lead supervisory authority. A UK organisation with no EU establishments and an EU representative in France could still be

fined by each and any supervisory authority in jurisdictions where data subjects have been affected.

Drafting documents
UK organisations will need to consider the drafting of their agreements, particularly the definitions of GDPR which will now need to

appreciate the fact that there are two separate GDPRs.

Depending on the transfers of data involved you may need to revise existing contracts to include the SCCs and to amend any privacy

notices to refer to the correct legislation and representative.
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